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Develop Federal Government Identity Management requirements
in coordmnation with the Architecture and Infrastructure
Subcommittee of the CIO Council;

Recommend policies, procedures and standards development to
support a Federal Identity Management component;

Oversee Federal Identuty Management activities in Federal
implementations;

Provide recommendations to OMB and OPM on the
establishment of 1dentity proofing mmimum requirements;

Specily technologies needed for Federal Identity credentials n
accordance with NIST guidance and standards; and

Establish mteroperability and security requirements of products
and protocols related to Federal Identity Management.
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